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Abstract

Computer Networks have become fundamental in the needs of companies for business activities as well as for
the needs of educational institutions. The existence of a computer network supports the performance of
increasing efficiency, effectiveness and productivity for agencies. ISP or Internet Service Provider is a
business entity that manages internet network services. In providing internet services, some ISPs are not
reliable enough to provide good network infrastructure. This is because the infrastructure is still limited to
certain coverage areas and there is no centralized management for distribution centers. This research was
conducted to design a new network infrastructure to be implemented using a centralized public network
distribution network model. This research uses BGP dynamic routing technology. The purpose of this
research is to produce a network design that has an impact on network infrastructure that is wider and more
flexible, stable and does not decrease network performance as well as operational cost efficiency and
efficiency in the use of public IP. The results of this study indicate that the network distribution using BGP
routing has been successfully implemented so as to make the network infrastructure more reliable and show
a normal latency level without any reduction with an average latency value of 1ms.

Keywords: Network Design, Mikrotik RouterBoard, BGP Routing, Filter Routing, PPDIOO.

Abstrak

Jaringan Komputer telah menjadi hal yang mendasar dalam kebutuhan perusahaan untuk kegiatan bisnis
maupun untuk kebutuhan instasi dunia Pendidikan. Keberadaan jaringan computer mendukung Kkinerja
peningkat efesiensi, efektivitas dan produktivitas bagi instansi. ISP atau Internet Service Provider adalah
suatu badan usaha yang mengelola layanan jaringan internet. Dalam menyediakan layanan internet, beberapa
ISP belum cukup handal dalam menyediakan infrastruktur jaringan yang baik. Hal ini dikarenakan
infrastruktur masih terbatas pada area cakupan tertentu dan tidak adanya manjemen sentralisasi untuk pust
distribusi. Penelitian ini dilakukan untuk membuat perancangan infrastruktur jaringan baru untuk di
implementasikan dengan menggunakan model jaringan di ubah menjadi sebuah nama yag dieknal dengan
dns system. Penelitian ini menggunakan teknologi Static DNS. Tujuan ini penelitian ini adalah untuk
menghasilkan rancangan jaringan yang berdampak pada infrastruktur jaringan yang lebih luas dan fleksibel,
stabil dan tidak menurunnya performa jaringan seta efisiensi biaya operasional maupun efisiensi penggunaan
ip public. Hasil dari penelitian ini menunjukan bahwa distribusi jaringan menggunakan routing BGP berhasil
di implementasikan sehingga membuat infrastruktur jaringan menajdi lebih handal serta menunjukan tingkat
latensi yang normal tanpa adanya pengurangan dengan rata — rata nilai latency sebesar 1ms. Metode
PPDIOO merupakan metode yang tepat. Hal ini terbukti dengan tersusunnya langkah kerja yang teratur
dalam menyelesaikan implementasinya.

Kata Kunci: Perancangan Jaringan, RouterBoard Mikrotik, Routing BGP, Routing Filter, PPDIOO.

PENDAHULUAN
Perkembangan jaringan internet di era digital saat ini terus mengalami kemajuan dan menjadi kebutuhan

sehari — hari. Hal ini terjadi karena informasi dan komunikasi sudah menjadi kebutuhan utama. Fenomena ini
menuntut perkembangan jaringan internet memiliki kecepatan yang tinggi secara performa dan kehandalan
infrastruktur. Performa dan infrasatruktur jaringan yang bagus akan menghasilkan jaringan yang dapat
dikembangan untuk jangka panjang dan dapat meminimalisir terjadinya masalah pada jaringan.

Dalam menyediakan layanan internet, beberapa Internet Service Provider (ISP) atau dalam hal ini instansi
yang menyediakan layanan internet yang salah satunya tempat penelitian ini dilakukan, belum cukup handal
dalam pengelolaan kapasitas dan infrastruktur jaringan. Sehingga pengelolaan infrastruktur terbatas secara area
cakupan tertentu saja. Hal ini dikarenakan pusat distribusi layanan biasanya tidak ditempatkan secara terpusat
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melainkan terpisah di setiap cakupan area tertentu. Untuk menangani hal tersebut, maka perlu menggunakan
model infrastruktur baru yang dapat memaksimalkan kehandalan suatu infrastruktur jaringan.

SMK Binakarya Mandiri 2 Kota Bekasi adalah salah satu instansi sekolah yang berada di Kota Bekasi. SMK
Binakarya Mandiri 2 Kota Bekasi menggukakan layanan ISP untuk mempermudah kinerja, terutama penginputan
data DAPODIK, meliputi data karyawan dan data siswa serta data dan sistem ujian untuk siswa. Dengan
demikian informasi yang dibutuhkan menjadi lebih banyak dan harus cepat didapat oleh setiap user. Kareana
sekolah ini memiliki 2 server menimbulkan permasalahan data yang tidak terpusat disatu server. Sehingga terjadi
hambatan jika user ingin mengakses lebih dari satu layanan sistem yang ada di dua server yang berbeda.
Keberadaan 2 server ini juga menjadikan biaya operasional yang benyak. Disisi lain routing yang sekarang
dipakai adalah routing statis, akan menjadi kendala jika sekolah ini akan melakukan ekspansi gedung untuk
kedepannya.

SMK Binakarya Mandiri 2 Kota Bekasi membutuhkan konfigurasi yang tepat untuk masalah-masalah
tersebut. Konfigurasi yang akan diuji cobakan adalah routing BGP di router yang ada di server pusat dan di router
yang ada di cabang yang terhubung dalam satu ISP, kemudian mendistribusi layanan data informasi yang ada
diserver masing-masing selanjutnya melewati routing Filter. Dengan memanfaatkan routing Filter yang terdapat
didalam menu routing, maka kita bisa membatasi terhadap informasi routing yang masuk dan dapat
mendistribusikan layanan informasi data ke seluruh user.

METODE PENELITIAN
Dalam penelitian ini penulis menggunakan metode pengembangan sistem PPDIOO (Prepare, Plan, Design,
Implement, Operate, and Optimize). Terdapat beberapa tahapan dalam metode ini yaitu :

2.1 Prepare
Pada tahap ini penulis akan melakukan persiapan dengan menganalisis kebutuhan jaringan yang akan
dibangun dalam menyiapkan rancang bangun jaringan routing filter BGP. Dalam tahap ini dibutuhkan
perangkat keras dan perangkat lunak.
1. Kebutuhan perangkat keras
a. Laptop/PC server
PC Server di install sistem operasi dan software — software pendukung lainnya yang telah
disebutkan di kebutuhan perangkat lunak diatas. Ada dua server yang akan di siapkan
berikut spesifikasinya :
Tabel 3.2 Spesifikasi PC Server CBT

Name AsusTek B150 PRO Gambing D3

Layanan Server Ujian CBT

CPU Intel® Core® i5-6500 CPU @ 3.20GHz

GPU Intel® HD Graphics 530

Storage 500Gb

RAM DDR3 12 Gb (8gb + 4gb) Dual Channel
Tabel 3.3 Spesifikasi PC Server DAPODIK

Name IBM 49Y6498

Layanan Server Dapodik

CPU Intel® Xeon® CPU L552d @ 2.27 Ghz

GPU -

Storage 320Gb

RAM DDR3 16 Gb (4gb + 4gb) Dual Channel
b. Router

Ada 3 router inti yang sangat diperhatikan disini yaitu router Pusat, router Cabang,
dan router Distribusi, berikut spesifikasinya :
Tabel 3.4 Spesifikasi Router Pusat

Nama Mikrotik RB450G

Router Pusat
CPU AR7161 680MHz
RAM 256Mb

Tabel 3.5 Spesifikasi Router Distribusi
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Nama Mikrotik RB1100AHX2
Router Distribusi
CPU Freescale P2020 1066MHz Dual Core
RAM 1.5Gb
Tabel 3.6 Spesifikasi Router Cabang
Nama Mikrotik RB951Ui-2HND
Router Cabang
CPU AR9344 600MHz
RAM 128Mb
c. ClientPC
Tabel 3.7 Spesifikasi Komputer Client
Name BIOSTAR G41D3+
CPU Intel® Core™ 2 Duo @ 3.00GZ
GPU Intel® HD Graphics 530
Storage 500Gh
RAM DDR3 4 Gb Single Channel

2. Kebutuhan perangkat lunak
Beberapa perangkat lunak yang digunakan dalam penelitian ini adalah sebagai berikut :

a. Sistem Operasi CentOS 7
Sistem operasi ini digunakan pada PC Server CBT

b. Sistem Operasi Windows 10
Sistem operasi ini digunakan pada server Dapodik dan client untuk mengakses layanan
informasi data dari Server

c. Aplikasi administrasi Mikrotik RouterOS yaitu winbox

Plan
Dalam tahap plan ini, penulis menetapkan tugas yang harus dilakukan yaitu melakukan installasi serta
konfigurasi hal — hal yang berkaitan dengan penelitian. Pada fase ini ditentukan beberapa Langkah penting
untuk memantau perkembangan implementasi, yaitu :
1. Konfigurasi routing BGP dan routing filter pada MikroTIK
2. Installasi dan konfigurasi Linux CentOS server
3. Pengujian performa koneksi setelah konfigurasi routing dinamik
Design
Setelah dilakukan pembahasan pada tahap plan, lalu pada tahap design ini akan dilakukan
perancangan jaringan serta teknologi yang akan dilakukan.
1. Topologi
Pada tahap design ini dilakukan penggambaran tentang topologi jaringan routing BGP di SMK
Binakarya Mandiri 2 Kota Bekasi. Diharapkan dengan gambar ini akan memberikan gamabaran
seutuhnya dari kebutuhan yang ada. Design yang akan digunakan pada tulisan ini merupakan design
strukur topologi yang akan memberikan gambaran jelas tentang implementasi konsep kerja Routing
Filter BGP.
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Gambar 2.1 Topologi Jaringan
server pusat dan cabang saling terkoneksi dalam satu data center menggunakan layanan local
loop yang disediakan partner. Semua router pada rancangan topologi akan menggunakan routing
dynamic BGP untuk saling bertukar informasi rute routing internal. Pada interkoneksi jaringan publik
yang langsung dengan pertukaran informasi Autonomous System pada routing BGP didalam jaringan
internet, berbeda pada router distribusi utama yang berada di pusat cyber APJII.
Implement
Pada tahap implement penulis akan menerapkan semua yang telah dirancang dan di desain pada tahap
sebelumnya, dengan tujuan mengetahui tingkat keberhasilan suatu rencana yang telah dibuat, demi
perbaikan dalam pengembangan kedepannya. Berikut ini langkah-langkah implementasi :
1. Konfigurasi Router Pusat area dan Router Cabang area
Untuk tahap pertama konfigurasi akan di lakukan pada router pusat yang dimana router pusat
adalah backbone antara pusat distribusi dengan setiap area dan terhubung dengan server ujian CBT.
Jika ip address sudah dikonfigurasi sesuai rancangan konfigurasi ip address, langkah selanjutnya
adalah melakukan konfigurasi routing BGP, karena penulis menggunakan RouterOS 7
konfigurasinya sedikit berbeda dari RouterOS6 yang mana untuk konfigurasi BGPnya terdiri dari
BGP Instance, BGP Peer, dan BGP Network dan untuk RouterOS7 terdiri dari penambahan network
pada address-list yang ada di firewall, BGP Template, BGP Connetion. Konfigurasi BGP di lakukan
pada masing — masing router yang terhubung dengan Router Pusat. Konfigurasi routing BGP pada
setiap router adalah sebagai berikut.
a. Konfigurasi routing BGP pada router Pusat :
[admin@RPusat] > ip firewall/address-list/add list=bgp-netl address=192.168.22.0/24
[admin@RPusat] > ip firewall/address-list/add list=bgp-netl address=192.168.33.0/24
[admin@RPusat] > ip firewall/address-list/add list=bgp-netl address=192.168.44.0/24
[admin@RPusat] /routing/bgp/template> add name="RPusat - ISP" as=100
output.network=bgp-netl output.redistribute=bgp router-id=172.0.0.2
[admin@RPusat] > ip firewall/address-list/add list=bgp-net2 address=172.0.0.0/30
[admin@RPusat] > ip firewall/address-list/add list=bgp-net2 address=192.168.33.0/24
[admin@RPusat] > ip firewall/address-list/add list=bgp-net2 address=192.168.44.0/24
[admin@RPusat] /routing/bgp/template> add name="RPusat - ICT" as=100
output.network=bgp-net2 output.redistribute=bgp router-id=192.168.22.1
[admin@RPusat] > ip firewall/address-list/add list=bgp-net3 address=172.0.0.0/30
[admin@RPusat] > ip firewall/address-list/add list=bgp-net3 address=192.168.22.0/24
[admin@RPusat] > ip firewall/address-list/add list=bgp-net3 address=192.168.33.0/24
[admin@RPusat] /routing/bgp/template> add name="RPusat - RDistribusi" as=100
output.network=bgp-net3 output.redistribute=bgp router-id=192.168.44.1
[admin@RPusat] /routing/bgp/connection> add name="peer - ISP" templates="RPusat
- ISP" remote.address=172.0.0.1 remote.as="6500" remote.port=179 listen=yes

connect=yes local.role=ebgp
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[admin@RPusat] /routing/bgp/connection> add name="peer - ICT" templates="RPusat
- ICT" remote.address=192.168.22.2 remote.as="300" remote.port=179 listen=yes
connect=yes local.role=ebgp

[admin@RPusat] /routing/bgp/connection> add name="peer - RDistribusi"
templates="RPusat - RDistribusi" remote.address=192.168.44.2 remote.as="400"
remote.port=179 listen=yes connect=yes local.role=ebgp

Konfigurasi routing BGP pada router ICT :

[admin@ICT] > ip firewall/address-list/add list=bgp-networks address=10.10.10.0/24
[admin@ICT] > ip firewall/address-list/add list=bgp-networks address=20.20.20.0/24
[admin@ICT] > routing bgp template/add name="ICT - RPusat" as=300
output.network=bgp-networks router-id=192.168.22.2

[admin@ICT] > routing bgp connection/add name="peer - RPusat" templates="ICT -
RPusat" remote.address=192.168.22.1 remote.as=100 remote.port=179 listen=yes
connect=yes local.role=ebgp

Konfigurasi routing BGP pada router Distribusi :

[admin@RDistribusi] fip/firewall/address-list> add list=bgp-networks
address=192.168.1.0/24
[admin@RDistribusi] fip/firewall/address-list> add list=bgp-networks
address=192.168.2.0/24
[admin@RDistribusi] fip/firewall/address-list> add list=bgp-networks

address=192.168.9.0/24

[admin@RDistribusi] /routing/bgp/template> add name="RDistribusi - RPusat"
as=400 output.network=bgp-networks router-id=192.168.44.2

[admin@RDistribusi]  /routing/bgp>  connection/add name="peer - RPusat"
templates="RDistribusi - RPusat" remote.address=192.168.44.1 remote.as=100
remote.port=179 listen=yes connect=yes local.role=ebgp

Konfigurasi routing BGP pada router Cabang :

. [admin@RCabang] > ip firewall/address-list/add list=bgp-networks

address=192.168.10.0/24

[admin@RCabang] > ip firewall/address-list/add list=bgp-networks
address=192.168.20.0/24

[admin@RCabang] > routing bgp template/add name="RCabang - ISP" as=200
output.network=bgp-networks router-id=172.0.0.6

[admin@RCabang] > routing bgp connection add name="peer - ISP"
templates="RCabang - ISP" remote.address=172.0.0.5 remote.as=6500
remote.port=179 listen=yes connect=yes local.role=ebgp

Konfigurasi simulasi internasional BGP

. [admin@ISP] > ip firewall address-list add list=bgp-networks address=172.0.0.0/30

[admin@ISP] > routing bgp template add name="ISP - RPusat" as=100
output.networks=bgp-networks router-id=172.0.0.1

[admin@ISP] > routing bgp connection add name="peer - RPusat" templates="ISP -
RPusat" remote.address=172.0.0.2 remote.as=200 remote.port=179 listen=yes
connect=yes output.redistribute=bgp local.role=ebgp

[admin@ISP] > routing bgp template add name="ISP - RCabang"” as=100
output.networks=bgp-networks router-id=172.0.0.5

[admin@ISP] > routing bgp connection add name="peer - RCabang" templates="ISP -
RCabang” remote.address=172.0.0.6 remote.as=300 remote.port=179 listen=yes
connect=yes output.redistribute=bgp local.role=ebgp
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[admin@RPusat] > ip route/print

Flags: D — DYNAMIC; A - ACTIVE;, c, b, v — COPY

Columns: DST-ADDRESS, GATEWAY, DISTANCE
DST-ADDRESS GATEWAY DISTANCE

Ab 10.10.10.0/24 192.1€8.22.2 20

Ab 20.20.20.0/24 192.1e8.22.2 20

Ac 172.0.0.0/30 etherl 0

Ab 172.0.0.4/30 172.0.0.1 20

Ab 172.0.0.8/30 172.0.0.1 20

Ab 192.168.1.0/24 192.1€8.44.2 20

Ab 192.168.2.0/24 192 .1e58.44.2 20

Ab 192.168.9.0/24 192.1€8.44.2 20

Ab 192.168.10.0/24 172.0.0.1 20

Ab 192.168.20.0/24 172.0.0.1 20

Ac 192.168.22.0/24 ether2 0

Ac 192.168.33.0/24 ether3 0

Ac 192.168.44.0/24 ether4 0

Ab 218.72.24.0/24 172.0.0.1 20

[admin@RPusat] >

Gambar 2.2 Informasi Rute BGP pada Tabel Routing Router Pusat

[admin@RCabang] > ip route/print
Flags: D — DYNAMIC; A - ACTIVE;, c, b, v — COPY
iColumns: DST-ADDRESS, GATEWAY, DISTANCE
DST-ADDRESS GATEWAY DISTANCE
DAL 10.10.10.0/24 172.0.0.5 20
Dab 20.20.20.0/24 172.0.0.5 20
Dab 172.0.0.0/30 172.0.0.5 20
DAc 172.0.0.4/30 etherl 0
Dab 172.0.0.8/30 172.0.0.5 20
DAab 192.168.1.0/24 172.0.0.5 20
DAL 192.168.2.0/24 172.0.0.5 20
Dab 192.168.9.0/24 172.0.0.5 20
DAc 192.168.10.0/24 ether? 0]
DAc 192.168.20.0/24 ether3 0]
DAb 192.168.22.0/24 172.0.0.5 20
DAL 192.168.33.0/24 172.0.0.5 20
DAL 192.168.44.0/24 172.0.0.5 20
Dab 218.72.24.0/24 172.0.0.5 20
[admin@RCabang] >

Gambar 2.3 Informasi Rute BGP pada Tabel Routing Router Cabang

2.

Tahap selanjutnya yaitu melakukan pengecekan pada tabel routing di router ISP,
router Pusat, dan router Cabang untuk memastikan bahwa setiap informasi network
tabel routing menunjukan bahwa routing sedang aktif (A), menggunakan mode dynamic (D),
dan berjalan pada routing BGP (b). Selain itu, tabel routing pada router ISP menunjukan
bahwa hanya informasi routing dengan prefix /24 saja yang diterima dari router pusat dan
router cabang. Dengan begitu, dapat disimpulkan bahwa setiap interkoneksi yang berada pada
jaringan internet atau internasional tidak akan mengenali interkoneksi backbone BGP yang
menggunakan ip private.

Konfigurasi Routing Filter
Langkah akhir dari simulasi adalah melakukan konfigurasi routing filter pada router

6



iy

SIBERNETIKA

Sibernetika

Siber dan Informatika Indonesia
Vol.02 No.01 Desember 2024
POLITEKNIK Piksi Input Serang
P-ISSN: -, E-ISSN : -

Pusat dan router Cabang. Pada gambar 4.1, 4.2 dan 4.3 informasi routing BGP yang diterima
router Pusat dan Cabang banyak dari CPE luar yang bukan milik SMK Binakarya Mandiri 2
Kota Bekasi, disini penulis menggunakan prefix dummy vyaitu 218.72.24.0/24 dan
170.0.0.8/30. Maka perlu dilakukan batasan agar tidak semua informasi routing disebarkan.
Pembuatan rule ini menggunakan fitur Routing Filter. Routing filter berguna untuk
menentukan informasi routing yang akan didistribusikan pada setiap protocolnya. Berikut
untuk konfigurasi routing filter pada router Pusat dan Cabang.

a.

Router Pusat

[admin@RPusat] > routing/filter/rule/add chain=bgp_in rule="if(dst==172.0.0.8/30
&& dst-len in 16-32){reject}

[admin@RPusat] > routing/filter/rule/add chain=bgp_in rule="if(dst==218.72.24.0/24
&& dst-len in 16-32){reject}

[admin@RPusat] > routing/filter/rule/add chain=bgp_in rule="if(dst-len ==
24){accept}"

[admin@RPusat] > routing/filter/rule/add  chain=bgp_in  rule="if(dst-len >
24){accept}"

[admin@RPusat] > routing bgp connection add name="peer - ISP" tempaltes="RPusat
- ISP" remote.address=172.0.0.1 remote.as=100 remote.port=179 listen=yes
connect=yes local.role=ebgp input.filter=bgp_in

Router Cabang

[admin@RPusat] > routing/filter/rule/add chain=bgp_in rule="if(dst==218.72.24.0/24
&& dst-len in 16-32){reject}

[admin@RPusat] > routing/filter/rule/add chain=bgp_in rule="if(dst-len ==
24){accept}"”

[admin@RPusat] > routing/filter/rule/add chain=bgp_in rule="if(dst-len >
24){accept}"

[admin@RCabang] > routing bgp connection add name="peer - ISP"
templates="RCabang - ISP" remote.address=172.0.0.5 remote.as=100 remote.port=179
listen=yes connect=yes local.role=ebgp input.filter=bgp_in

Route List
+ =T

Dst. Address Gateway Distance |Pref. Source -
DAb P 10.10.10.0/24 192.168.22.2 20
DAk P 202020024 1921683222 20
DAC B 172000430  etherl 1]
DAk b 172004430 172001 20
DIFe p 172.0.0.8/30 172001 20
DAk P 192.168.1.0/24 192168442 20
DAb P 1921682024 192168442 20
DAk P 192.168.9.0/24 192.168.442 20
DAb P 192.168.10.0/... 172.0.0.1 20
DAk p 152168200/, 172001 20
DALC P 152.168.22.0/... ether? 1]
DAC P 192.168.33.0/.. etherd 1]
DAC | 192168440/, etherd 1]
DIFE  p 21872.24.0/24 172001 20
14 tems out of 22

Gambar 2.4 Informasi Rute BGP pada Tabel Routing Router Pusat Setelah Routing Filter
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Route List =] E3
L o =
Dist. Address Gateway | Distan...| Pref. Source -
DA P 10.10.10.0/24 172.00.5 20
DA p 2020200024 172005 20
DA p 172.0.0.0/30 172005 20
DAC p 1720.0.4/30 etherl 0
DIFb  p 172.0.0.8/30 172005 20
DA p 192.168.1.0/24 172005 20
DA p 192.168.2.0/24 172005 20
DA p 192.1689.0/24 172005 20
DAC P 192.168.10.0/24 ether2 0
DAC P 1952.168.20.0/24 ether3 0
DAb b 192.168.22.0/24 172.005 20
DAb b 192.168.33.0/24 172.005 20
DAb  p 192.168.44.0/24 172005 20
iDIFE p 2187224024 172005 20
14 items out of 22
Gambar 2.5 Informasi Rute BGP pada Tabel Routing Cabang Setelah Routing Filter
2.5 Operate

Pada tahap ini merupakan kegiatan meliputi pengelolaan memonitoring, dan kegiatan kinerja dan
mengidentifikasi kesalahan — kesalahaan yang terjadi pada konfigurasi Routing Filter BGP yang

diimplementasikan pada sistem jaringan di SMK Binakarya Mandiri 2 Kota Bekasi.

2.6 Optimize

Pada tahap ini penulisa mengidentifikasi apakah sistem sudah sesuai dengan rencana pada tahap — tahap
sebelumnya atau melakukan modifikasi untuk meningkatkan kinerja sistem. Pada tahap ini jika sistem baru
diterapkan memiliki banyak masalah maka pihak manapun dapat meminta penulis untuk merancang ulang desain
jaringan yang dimodifikasi mengarah perkembangan jaringan tersebut, Kembali ke awal siklus dalam model fase
PPDIOO. Dimodifikasi mengarah perkembangan jaringan tersebut, Kembali ke awal siklus dalam model fase

PPDIOO

HASIL DAN PEMBAHASAN
3.1 Pengumpulan Data

penulis akan melakukan persiapan dengan menganalisis kebutuhan jaringan yang akan
dibangun dalam implementasi konsep routing filter BGP. Dalam tahap ini dibutuhkan perangkat

keras.

1. Kebutuhan perangkat keras

a. PC Server

PC Server di install sistem operasi dan software — software pendukung lainnya yang
telah disebutkan di kebutuhan perangkat lunak diatas. Ada dua server yang akan di
siapkan berikut spesifikasinya :

Tabel 3.

1 Spesifikasi PC Server CBT

Name

AsusTek B150 PRO Gambing D3

Layanan

Server Ujian CBT

CPU

Intel® Core® i5-6500 CPU @ 3.20GHz

GPU

Intel® HD Graphics 530

Storage

500Ghb

RAM

DDR3 12 Gb (8gb + 4gb) Dual Channel

Tabel 3.

2 Spesifikasi PC Server DAPODIK

Name

IBM 49Y6498

Layanan

Server Dapodik

CPU

Intel® Xeon® CPU L552d @ 2.27 Ghz
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GPU -
Storage 320Ghb
RAM DDR3 16 Gb (4gb + 4gb) Dual Channel
b. Router

Ada 3 router inti yang sangat diperhatikan disini yaitu router Pusat, router Cabang, dan
router Distribusi, berikut spesifikasinya :

Tabel 3.3 Spesifikasi Router Pusat
Nama Mikrotik RB450G
Router Pusat
CPU AR7161 680MHz
RAM 256Mb
Tabel 3.4 Spesifikasi Router Distribusi
Nama Mikrotik RB1100AHX2
Router Distribusi
CPU Freescale P2020 1066MHz Dual Core
RAM 1.5Gb

Tabel 3.5 Spesifikasi Router Cabang

Nama Mikrotik RB951Ui-2HND
Router Cabang
CPU AR9344 600MHz
RAM 128Mb
c. Client
Tabel 3.6 Spesifikasi Komputer Client
Name BIOSTAR G41D3+
CPU Intel® Core™ 2 Duo @ 3.00GZ
GPU Intel® HD Graphics 530
Storage 500Gb
RAM DDR3 4 Gb Single Channel

2. Kebutuhan perangkat lunak
Beberapa perangkat lunak yang digunakan dalam penelitian ini adalah sebagai berikut :
a. Sistem Operasi CentOS 7
Sistem operasi ini digunakan pada PC Server
b. Sistem Operasi Windows 10
Sistem operasi ini digunakan pada client untuk mengakses layanan informasi data dari
Server
c. Aplikasi administrasi Mikrotik RouterOS yaitu winbox
3.2 Uji Perangkat Lunak
Setelah melakukan tahap akhir konfigurasi, maka Server antar area sudah dapat terkoneksi dengan
jaringan internasioanl. Tahap berikutnya adalah melakukan pengujian untuk melakukan pengecekan terhadap
performa jaringan. Tools atau peralatan yang digunakan diantaranya adalah pengecekan pertama dengan
melakukan ping dari router ISP ke setiap Router yaitu Router Pusat yaitu 192.168.9.1 dan Router Cabang
yaitu 192.168.10.1



iy

SIBERNETIKA

Route List

+ =]
|Dst.ﬁddress 4 |Gatewa'_r Distance |Pref. Source | |"’

DAb P 1010100424 152168222 20

DAb P 20.20200/24 192.168.222 20

DAC P 172000730  etherl 0

DA p 172004730 172001 20

DIFe P 172008730 172001 20

DAb | 152.168.1.0/24 152168442 20

DAb P 192.168.2.0/24 192.168.44.2 20

DAb | 192.168.9.0/24 192168442 20

DAb | 152.168.10.0¢... 172.0.0.1 20

DAb | 152.168.20.0¢.. 172.0.01 20

DAC B 132168.22.0v... ether2 0

DAC | 192.168.33.0/... etherd 0

DAC | 192.168.44.0/... etherd 0

DIFe  p 21872240/24 172001 20

14 items out of 22

Sibernetika

Siber dan Informatika Indonesia
Vol.02 No.01 Desember 2024
POLITEKNIK Piksi Input Serang
P-ISSN: -, E-ISSN : -

Gambar 3.1 Informasi Rute BGP pada Tabel Routing Router Pusat Setelah Routing Filter

+[=] [l =] (7]

| Dst. Address

& |Gatewa'_.r

|D1'5tan...|Pref. Source ||v

DAL
DAL
DAL
DAC
DIt
DAb
DAb
DAL
DAC
DAC
DAL
DAL
DAL

b 10.10.10.0/24
b 20.20.20.0/24
b 172.0.0.0/30
b 172.0.0.4/30
b 172.0.0.8/30
b 192.168.1.0/24
b 192.168.2.0/24
b 192.168.9.0/24
b 192.168.10.0/24
b 192.168.20.0/24
b 192.168.22.0/24
b 192.168.33.0/24
b 192.168.44.0/24

172005
172005
172005
etherl

172.0.0.5
172005
172005
172005
ether?

etherd

172005
172005
172005

DIFb

p 218.72.24 0524

172.0.0.5

EEEEocoEBEEEBEEE

14 tems out of 22

Gambar 3.2 Informasi Rute BGP pada Tabel Routing Cabang Setelah Routing Filter
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[admin@ISP] > ping 192.168.9.1 count=5
SEQ HOST 5IZE TTL TIME STATUS
0 182.168.9.1 56 63 46€3us
1 182.168.59.1 56 63 lms325us
2 192.168.9.1 56 ©3 lms593us
3 1%92.168.9.1 56 63 lmsZ45us
4 192.168.9.1 56 63 lmsd44Tus
gent=5 received=5 packet-los3=0% min-rtt=463us avg-rtt=1lms334us max-rtt=1lms845Sus
[2dmin@ISF] » ping 1%2.168.10.1 count=5
SEQ HOST SIEE TTL TIME STATUS
0 1%2.168.10.1 56 64 312us
1 1%2.168.10.1 56 ©4 973us
2 1%92.168.10.1 56 ©4 7l3us
3 1%92.168.10.1 56 64 963us
4 192.168.10.1 56 64 520us
sent=3 received=5 packet-loss=0% min-rtt=31l2us avg-rtt=6%6us max-rtt=973us
Gambar 3.3 Ping dari ISP ke setiap Router
Hasilnya, setiap router dapat diakses dari jaringan internasional dengan peforma nilai
latensi sebesar 0-1ms. Selanjutnya memastikan bahwa interkoneksi di internasional tidak dapat
mengakes jaringan backbone yang menggunakan ip private. Pengecekan dilakukan dari router
global ke alamat yang terhubung kedalam backbone
[admin@Glokal] » tool/tracerocute 192.168.9.1

# ADDERESS LOS5 SENT LAST

Columns: ADDRESS, LOSS, SENT, LAST, AVG, BEST, WORST, STD-DEV

AVG BEST WORST STD-DEW

1 172.0.0.% 0% 1 0.2ms 0.2 0.2 0.2 U]
2 100% 1l timeout
3 100% 1 timeout
4 100% 1l timeout
5 0% 1 0Oms
[admin@&lobal] > ping 192.168.9.1 count=5
SEQ HOST SIZE TTL TIME STATUOS
0 182.1858.59.1 timeout
1 182.168.59.1 timeout
2 182.188.58.1 timeout
3 182.168.5.1 timeout
4 152.1858.59.1 timeout
sent=35 received=0 packet-loss3=100%
Gambar 3.4 Traceroute dari Global ke Router Pusat
[admin@Zlokal] » tool/tracerouts 192.168.10.1
clumns: ADDERESS, LOS5, SENT, LAST, AWG, BEST, WORST, STD-DEV
ADDBRESS LOSS SENT LAST Az BEST WORST STD-DEV
L 172.0.0.9% 0% 1 0.2ms 0.2 0.2 0.2 a
2 100% 1 timeout
|5 100% 1 timeout
4 100% 1 timeout
5 0% 1 Oms
[admin@Zlobal] » ping 192.168.10.1 count=5
SEQ HOST S5IZE TTL TIME STATUS
0 1%2.168.10.1 timeout
1 1%2.168.10.1 timeout
2 1%2.168.10.1 timeout
3 1%2.168.10.1 timeout
4 1%2.168.10.1 timeout
sent=9 received=0 packet-loss=100%

Gambar 3.5 Traceroute dari Global ke Router Cabang

Hasilnya walaupun tools traceroute menginfokan lompatan / hop jaringan yang melewati
network jaringan backbone, jaringan backbone tetap tidak dapat diakses oleh jaringan
internasional. Hal ini dikarenakan jaringan internasional tidak memiliki informasi pertukaran
routing tentang identitas alamat ip yang dugunakan pada jaringa BGP internal. Pengujian tools
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traceroute juga dilakukan ke jaringan Router Pusat dan Router Cabang. Berikut ini juga dilakukan
pengujian ping dan traceroute dari Router Pusat dan Router Cabang dan hasil rute yang digunakan
Router Pusat dan Router Cabang untuk mencapai Router Global.

[admin@RPusat] > ping 218.72.24.1 count=5
SEQ HOST SIZE TTL TIME STATUS
0 215.72.24.1 56 63 S544us
1 215.72.24.1 56 63 lmsé95us
2 218.72.24.1 56 63 1lms39%3us
3 218.72.24.1 56 63 lms274us
4 215.72.24.1 56 63 lms2%2us
sent=5 recelved=5 packet-loss=0% min-rtt=544us avg-rtt=1lms23%us max-rtt=lmae95us
[admin@RPusat] » tool tracercute 218.72.24.1
Columns: ADDRESS, LOSS, SENT, LAST, AWG, BEST, WORST, STD-DEV
# ADDRESS LOSS SENT LAST AVG BEST WORST STD-DEV
1 172.0.0.1 0% 5 0O.8ms 0.5 0.8 0.9 0
2 218.72.24.1 0% 5 l.2ms 1.2 0.7 1.5 0.3
Gambar 3.6 Traceroute dari Router Pusat ke Global
[admin@RCakang] > ping 218.72.24.1 count=5
SEQ HOST SIZE TTL TIME STATUS
0 215.72.24.1 56 63 &5%us
1 215.72.24.1 56 63 lmsTSus
2 215.72.24.1 56 63 997us
3 218.72.24.1 56 63 lmsli2us
4 215.72.24.1 56 63 lmsé03us
sent=5 recelved=5 packet-loss=0% min-rtt=65%13 avg-rtt=1lmslli3us max-rtt=1m3al3us
[admin@RCabang] » tool traceroute 218.72.24.1
Columns: ADDRESS, LOSS, SENT, LAST, AVG, BEST, WORST, STD-DEV
# ADDRESS LOSS SENT LAST EVWG BEST WORST STD-DEV
1 172.0.0.5 0% 5 0.8ms 0.7 0.5 1 0.2
2 218.72.24.1 0% 5 l.2ms 1 0.5 1.3 0.3

Gambar 3.7 Traceroute dari Router Cabang ke Global

Hasil Keseluruhan pengujian menggunakan tools ping dan traceroute menunjukan nilai
latensi sebesar 0-2ms. Perbandingan nilai latensi dari perancangan lama berbanding 1-2ms. Hal ini
disebabkan oleh factor implementasi secara simulasi. Dimana nilai latensi pada aplikasi simulator
masih ditentukan oleh kemampuan spesifikasi komputer yang digunakan. Nilai latensi pada kondisi
yang sesungguhnya ditentukan oleh media jaringan yang digunakan, jarak antara lokasi router
backbone dengan client dan berapa jumlah hop router yang dilalui untuk proses pertukaran
informasi suatu network.

Dalam penelitian ini, nilai tambah yang dapat diambil adalah jumlah hop atau lompaatan
dari router ke router lainnya untuk mencapai tujuan tidak menggunkan banyak hop. Hal ini
dikarenakan infrastruktur yang digunakan bergantung kepada jaringan local loop yang disediakan
oleh mitra atau partner. Sehingga proses pertukaran informasi routing dapat diminimalisir secara
internal.
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KESIMPULAN
Hasil mengenai penelitian yang dilakukan, kesimpulan tersebut antara lain :

1.

Data yang tidak terpusat disatu server menjadi hambatan jika user ingin mengakses lebih dari satu layanan
sistem yang ada di dua server yang berbeda. Untuk dapat menyatukan layanan informasi data di dua server
yang berbeda bisa menggunakan peering ke ISP dari masing — masing Router yang terhubung ke masing —
masing server ditambah dengan konfigurasi Routing Filter.

Biaya operasional yang banyak bisa diatasi dengan adanya penyatuan 2 server ini, sehingga bisa menekan
biaya operasional.

Kondisi yang masih menggunakan routing static akan berubah dengan adanya Routing BGP sehingga kita
bisa mendistribusikan layanan informasi data dengan optimal karena Routing BGP merupakan Routing
Dynamic, routing dynamic cocok digunakan jika ingin ekspansi gedung kedepanya
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